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Foreword

Karl J. West

If you’ve acquired this guide, I strongly suspect you share my concerns with the issue of medical device security. Medical devices, which have become progressively more microprocessor-based and connected, are increasingly relied upon by healthcare providers to deliver efficient and accurate care. You’re not wrong to be concerned about the security of these devices. The underlying cybersecurity risks and their impact on the safety and security of your patients, employees, and organization as a whole are real. This is why the sale and distribution of medical devices is strictly regulated so to assure their safety and effectiveness.

Many of these medical devices are proprietary, highly specialized, and automated systems for collecting, analyzing, and storing critical and sensitive medical data. Because of its value, the data on medical devices might be targeted directly by cybercriminals or, alternatively, it might become infected by malware targeting other adjacent vulnerable systems. Protecting the security of critical data is paramount to providing care to millions of Americans and is one of many security concerns that keep cybersecurity professionals up at night.

The authors of this guide represent a collective of adept cybersecurity professionals who feel similarly about the risks these devices represent and have chosen to share with you some practices that will help to mitigate risk and secure these important technologies. Their combined knowledge merges in this guide to assist you in navigating the current state of medical device security and guidance for the future. The guide is not a catchall work. Rather, it is an introduction to the risks these devices present, their importance to public health, the evolving patient care environment, the technical and infrastructure needed to protect them, and the importance of stakeholder engagement. The guide also presents an effective approach to risk mitigation and gives an insight into future trends in how medical device security can more effectively be addressed. A rich compendium of cybersecurity sources is also included in a comprehensive appendix. I recommend consulting these sources to further your security education. Cybersecurity, after all, is about people. The more knowledge we can gain as security professionals, executives, and clinicians, the better we can protect the digital healthcare ecosystem—and ultimately our patients.

I’ve spent 30 years in the cybersecurity industry, and I’ve seen the extreme changes that have occurred over time. In healthcare, technology has inundated and disrupted the industry over the past decade—to our great collective benefit. However, we can’t assure security as the foundation to reliable care delivery, patient safety, and the business of healthcare without a clear plan for mitigating medical device risks. That makes this guide even more valuable. I’m pleased to represent the cadre of professionals whose knowledge buoys this guide and the Association for the Advancement of Medical Instrumentation (AAMI) in introducing you to this guide and its content.

Whether you’re a cybersecurity professional or a concerned healthcare provider, it’s up to us to advance our knowledge and to advocate for medical device security for the paramount reasons of SAFETY and SECURITY. Assuring the security of our medical device ecosystem requires a collaborative effort of the entire healthcare team. Please use this guide as a stepping stone toward a solution to this problem. It is not a panacea, but an important step in the very right direction.
CHAPTER 1
Medical Device Cybersecurity: A Public Health Perspective
Dale Nordenberg, MD

INTRODUCTION
The Association for the Advancement of Medical Instrumentation (AAMI) medical device cybersecurity guide is an important new contribution to growing efforts to strengthen the cyber protection programs of our nation's healthcare system and to reduce cyber risk to patient populations, healthcare providers, and health technology companies. AAMI's efforts are a great example of a public health initiative in action.

As a physician and public health professional who has dedicated his career to advancing digital health and its associated infrastructure for the improvement of patient care and population health, it only took one conversation back in 2009 to understand that we had designed and delivered medical products and services without fully understanding all the consequences and risks. In the process of accelerating towards connected health, we substantially increased cybersecurity risks. We created a national biomedical device network, a network of networks, but we failed to practice cybersecurity hygiene, resulting in an extensive form of “digital promiscuity.”

The nation's healthcare technology management workforce is at the frontlines of efforts to combat and mitigate cyber risk. The multidisciplinary collaboration between clinical engineers, network engineers, and security engineers is well described in IEC 80001-1:2010 (adopted in the United States as ANSI/AAMI/IEC 80001-1:2010), one of the first technical standards dedicated to medical device cybersecurity.1 However, the breadth and depth of this public health challenge is so large and complex that the domains of expertise required to mitigate cyber risk in our health system extend beyond the three disciplines initially defined in IEC 80001-1. We must now address this newly appreciated, endemic, digitally mediated public health challenge with a comprehensive and robust public health initiative.

THE IMPORTANCE OF A PUBLIC HEALTH PERSPECTIVE
The mission of public health as defined by the American Public Health Association (APHA) is to “promote and protect the health of the people.” “Public health works to track disease outbreaks, prevent injuries and shed light on why some of us are more likely to suffer from poor health than others. The many facets of public health include speaking out for laws that promote smoke-free indoor air and seatbelts, spreading the word about ways to stay healthy.